**VPN L2TP Setup Instructions**

## Windows

***NOTE: The following instructions are for the Windows 10 Operating System. Other operating systems will have similar steps, but may not follow exactly step by step.***

1. Open the Control Panel
   1. click on the search box next to the Windows start menu button
   2. type “control panel” into the search box
   3. double click on the Control Panel item on the list of items that appears
2. Open the Network and Sharing Center
   1. From the Control Panel, click on Network and Internet (skip this step if you see Network and sharing center)
   2. click on Network and Sharing Center
3. Set up a new VPN connection
   1. From the Network and Sharing Center, click on Set up a new connection or network
      1. Select Connect to a workplace from the option list
   2. Click the Next button
   3. Choose the No, create a new connection radio button (will be selected by default)
   4. Click the Next button
   5. Select the Use my Internet connection (VPN) option
   6. type in the following internet address in the appropriate box: 12.198.167.34
   7. type in the following Destination name in the appropriate box: IDS VPN
   8. the Remember my credentials checkbox (checked by default) is optional. Should you not wish to have your credentials remembered, uncheck this box
   9. click the Create button
4. Change your VPN adapter settings
   1. From the Network and Sharing Center (clicking the Create button in the previous step will have taken you back to the Network and Sharing Center by default), select Change adapter settings on the list of items on the left
   2. Right click on the IDS VPN connection and select Properties to open the IDS VPN Properties Window
   3. On the IDS VPN Properties Window…
   4. Click on the Security tab
      1. on the Type of VPN drop down, change the selection to Layer 2 Tunneling Protocol with IPsec (L2TP/IPsec)
      2. click on the Advanced settings button under the Type of VPN drop down to open the Advanced Properties window
         1. enter the following preshared key in the applicable box = IDSvpn1997#
         2. click the OK button to close the Advanced Properties window
      3. select the Allow these protocols radio button
      4. select the Microsoft CHAP Version 2 (MS-CHAP v2) checkbox
   5. click on the Networking tab
      1. select Internet Protocol Version 4 (TCP/IPv4) from the list (DO NOT UNCHECK)
      2. click the Properties button to open the Internet Protocol Version 4 (TCP/IPv4) Properties Window
         1. Click the Advanced button to open the Advanced TCP/IP Settings Window
            1. uncheck the Use default gateway on remote network checkbox
            2. click the OK button to close the Advanced TCP/IP Setting Window
         2. click the OK button to close the Internet Protocol Version 4 (TCP/IPv4) Properties Window
   6. Click the OK button to close the IDS VPN Properties Window
   7. Double click on the IDS VPN to establish a connection
      1. User your IDS username and password

## IOS (iphone / ipad)

1. Create new VPN connection
   1. Click on the settings app
   2. Click General
   3. Click VPN
   4. Click Add VPN Configuration
      1. Click Type and choose L2TP
         1. Click Add Configuration to get back to VPN configuration page
      2. Enter the following information
         1. Description = IDS VPN
         2. Server = 12.198.167.34
         3. Account = [your\_username@get-integrated.com](mailto:your_username@get-integrated.com)
         4. RSA SecurID = off
         5. Password = your IDS user Password
         6. Secret = IDSvpn1997#
         7. Send all Traffic = OFF
         8. Proxy = OFF
      3. Click Done
2. Connecting to the IDS VPN
   1. Click on the settings app
   2. Click the VPN toggle to ON